 6     PUBLIC SECTOR AUDITG AND CURRENT ISSUES IN AUDITING IN UGANDA
 
6.1      Public sector audit
Public sector audit

Public sector audit is the audit of Government of Uganda, Government ministries, departments, agencies, commissions and projects, statutory entities and local governments (districts, cities, municipalities, towns and sub-counties.

Public sector external audit

· Public sector external audit is done by the Auditor General (AG) in accordance with the Constitution (Article 163), National Audit Act 2008 and Public Finance Management Act (PFMA), Local Government Act etc and the audit report is submitted to Parliament. 
· The Office of the Auditor General (OAG) is the Supreme Audit Institution (SAI) of Uganda.
· The OAG is a member of International Organization of Supreme Audit Institutions (INTOSAI).
· The AG’s independence is safeguarded in a number of ways e.g. the AG:
· Is appointed by the President with the approval of Parliament.
· Remuneration is determined by Parliament.

· Is not be under the direction or control of any person or authority.

· Is removed from office only due to inability to perform office functions, misconduct or incompetence.
· Functions of the AG

· Financial audit of all public sector entities in Uganda.

· Value for money audits of certain  public sector entities 

· Gender and environment audits in respect of any project or activity involving public funds.
· Audit classified expenditure.
· Audit all Government investments.
· Carry out procurement audits.
· Audit treasury memoranda (prepared by the Secretary to the Treasury showing action that government has taken on Parliament's recommendations arising from the auditor general's reports).

· In some cases the audit is done by private audit firms (appointed by) on behalf of the AG.

The Accountability cycle
Public sector audit is about accountability for public resources and the AG plays a key role (see diagram). 

· The cycle of accountability begins the Parliament approving the budget (revenue & expenditure) prepared by government. The Accountant General, an accounting officer for every vote, local government entity, statutory authorities and government funded project maintains accounting records and prepares financial statements.
· The AG audits accounting records and financial statements of public entities and reports to Parliament.
· Financial statements and the AG's reports are reviewed by the accountability Committees of Parliament, namely the Public Account Committee (PAC), Committee on Statutory Authorities and State Enterprises (COSASE) and the local government accounts committees to ensure that public funds and resources are managed in a legal and efficient manner and the objectives of public programs are achieved.
     The Accountability cycle:
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Public sector audit committees
Each sector of government and a number of votes in local government have an audit committee appointed by a minister (S 49 PMA). Members are recommended by the Secretary to the Treasury. The committee:
· Assists the accounting officer in carrying out the oversight responsibilities relating to financial practices, internal controls, corporate governance issues, compliance with laws, ethics and audit matters.

· Reviews arrangements for compliance with regulatory and financial reporting requirements.

· Reviews financial statements prepared by the accounting officer for compliance with IPSASs.

· Facilitates risk assessment to determine the amount of the risk exposure of the assets of the vote.

· Considers internal audit reports and make recommendations on the findings.

· Reviews actions taken or planned by the accounting officer in response to audit committee reports.
Types of public sector audit 

· Financial audit

· The objective is to report whether financial statements comply in all material respects with IPSASs, Public Finance Management Act 2015 and the financial reporting guide of Uganda.

· The AG has wider mandate to report on :

· Compliance or non-compliance with authorities, including the budget and accountability.

· Effectiveness of internal control over financial reporting.

· Performance audit

· The objective is to report whether entities are operating economically, efficiently and effectively and where appropriate make recommendations for improvement.

· Economy of activities in accordance with sound administrative principles and management policies.

· Efficiency of utilisation of resources, including examination of systems and performance measures.

· Effectiveness of performance in in achieving objectives of the audited entity.

· Performance audit is also called Value for Money (VFM) audit.
· Compliance audit
· The objective is to report whether entities have complied with laws and regulations like the PFMA, ministerial directives and government policies.
· Compliance audit promotes accountability, good governance and checks fraud and corruption. 

· Auditors use the International Standards of Supreme Audit Institutions (ISSAIs) issued by INTOSAI. 

· ISSAIs are based on ISAs with guidance on the public sector audit on regularity and propriety.

Regularity audit and propriety audit

· Regularity is the assessment of the entity’s compliance with the relevant laws, regulations and agreements. 

· It includes the audit of internal control and financial accountability over revenue and expenditure. 
· Re-allocation of funds without the approval by the Secretary to the Treasury is considered irregular.
· Expenditure for a “vote ” should not exceed the amount approved by Parliament in the Appropriation Acts.

· Money is spent within the financial year and any unused funds are returned to the Consolidated Fund. 

· Propriety is the assessment of administrative decisions taken within the audited entity for compliance with the general principles of sound public sector financial management. Propriety involves checking:

· The appropriateness of decisions and the conduct of those charged with the custody of public funds. 
· Extravagant or wasteful expenditure. 
· Fairness and integrity in administrative decision making and in dealing with stakeholders.  

Financial Reporting Guide in the public sector includes the following:

· International Public Sector Accounting Standards (IPSASs) for all entities.

· Audit Act 2008 for all entities.

· Public Finance Management Act 2015 (as amended) for all entities.

· Local Government Act for local government entities.

· Public Procurement and Disposal of Public Assets Act for all procurements and disposal of assets.

· Various laws governing a particular entity like the URA Act, Bank of Uganda Act, UPDF Act.

· Treasury accounting instructions of the Ministry of Finance with accounting procedures.

· Public service standing orders with human resource procedures.
· Individual entity regulations.

Audit reports by AG

· Report and opinions on:

· Consolidated financial statements of the Government of Uganda.*

· Consolidated financial statements of local governments.*

· Consolidated summary statement of financial performance of public corporations and state enterprises.

· Summary of audit results from audit of focus areas.

· Findings, implications and recommendations from the audit of ministries, departments, agencies, commissions, statutory corporations and local governments.

· Summary of audit findings opinions from the audit of ministries, departments, agencies, commissions, statutory corporations.
*Include consolidated statement of financial position, consolidated statement of financial performance and consolidated statement of cash flows, other accompanying statements, notes and accounting policies.
Note:

· Same report format as in ISA 700.

· Key audit matters are included as these are public interest entities.

· Unmodified opinion states ‘in my opinion, the financial statements of the government of Uganda for the year ended 30th June 2024 are prepared, in all material respects, in accordance with Section 51 of the Public Finance Management Act, 2015 (as amended), and the Financial Reporting Guide, 2018’.
· The report includes issues that are included in the management letter for a private sector entity.
· The AG must follow-up observations raised in the subsequent year audit to ensure they are resolved.
6.2     Current developments in emerging technologies – audit data analytics (ADA)
What is audit data analytics?
Data analytics has been around in various forms for a long time, but businesses are finding increasingly sophisticated and timely methods to utilise data analytics to enhance their operations. Data analytics enable businesses to identify new opportunities, to harness costs savings and to enable faster more effective decision making. Whether it is the ability to identify potential for new products and services or to detect the potential loss of clients in order to direct efforts to encourage them to stay, data analytics is everywhere in business today.
At a basic level data analytics is examining the data available to draw conclusions. This isn’t a new concept but there are growing trends towards more integrated and more timely use of data from multiple sources to help inform business decisions or to draw conclusions. The data used by companies is likely to be both internal and external and include quantitative and qualitative data. This is often aided by specialised software which may have to be developed to enable the information from many different sources and formats to be first combined and then analysed. In some cases the formats covered include audio and visual analysis in addition to the usual text and number formats.
What are the uses of data analytics?

The possible uses for data analytics are as diverse as the businesses that use them. They can be as simple as production of Key Performance Indicators from underlying data to the statistical interrogation of scientific results to test hypotheses. Firms may use data analytics to predict market trends or to influence consumer behaviour. Data mining of customer feedback for repeated common phrases might give insights into where improvements in customer service are needed or to which competitor customers may be most likely to move to. Voice pattern recognition can be used to identify areas of customer dissatisfaction. Police forces can collate crime reports to identify repeat frauds across regions or even countries, enabling consolidated overview to be taken. The possibilities with data analytics can appear limitless as emerging artificial intelligence can allow for faster analysis and adaptation than humans can undertake.
How can data analytics be used by audit firms?

The IAASB defines data analytics for audit as the science and art of discovering and analysing patterns, deviations and inconsistencies, and extracting other useful information in the data underlying or related to the subject matter of an audit through analysis, modelling and visualisation for the purpose of planning and performing the audit.
The larger audit firms and increasingly smaller firms utilise data analytics as part of their audit offering to reduce risk and to add value to the client. Bigger firms often have the resources to create their own data analytics platforms whereas smaller firms may opt to acquire an off the shelf package. There is no one universal audit data analytics tool but there are many forms developed inhouse by firms. These tools are generally developed by specialist staff and use visual methods such as graphs to present data to help identify trends and correlations.
For auditors, the main driver of using data analytics is to improve audit quality. It allows auditors to more effectively audit the large amounts of data held and processed in IT systems in larger clients. Auditors can extract and manipulate client data and analyse it. By doing so they can better understand the client’s information and better identify the risks. Data analytics tools have the power to turn all the data into pre-structured forms/presentations that are understandable to both auditors and clients and even to generate audit programmes tailored to client-specific risks or to provide data directly into computerised audit procedures thus allowing the auditor to more efficiently arrive at the result.
	Examples of the use of data analytics to perform audit procedures include:

· NRV testing – comparing the last time an inventory item was purchased with the last time it was sold and at what price.

· Analysis of revenue trends by product and region.

· Matching purchase orders to invoices and payments.

· Segregation of duties testing by identifying combinations of users involved in processing transactions from the metadata attached to transactions.


Benefits of data analytics

The increased access and manipulation of data and the consistency of application of data analytics tools should increase audit quality and efficiency through:

i) Increased business understanding through a more thorough analysis of a client’s data and the use of visual output such as dashboard displays rather than text or numerical information allows auditors to better understand the trends and patterns of the business and makes it easier to identify anomalies or outliers

ii) Better focus on risk. This increase in understanding, aids the identification of risks associated with a client, enabling testing to be better directed at those areas. This is further enhanced by freeing up auditor time from analysing routine data so that more time can be spent on areas of risk.

iii) Increased consistency across group audits where all auditors are using the same technology and process, enabling the group auditor to direct specific tools for use in component audits and to execute testing across the group. This would require appropriate consent from all component companies but if granted enables a more holistic view of a group to be undertaken

iv) Increased efficiency through the use of computer programmes to perform very fast processing of large volumes of data and provide analysis to auditors on which to base their conclusion, saving time within the audit and allowing better focus on judgemental and risk areas. For example much larger samples can be tested, often 100% testing is possible using data analytics, improving the coverage of audit procedures and reducing or eliminating sampling risk.

v) Data can be more easily manipulated by the auditor as part of audit testing, for example performing sensitivity analysis on management assumptions

vi) Increased fraud detection through the ability to interrogate all data and to test segregation of duties, and

vii) Information obtained through data analytics can be shared with the client, adding value to the audit and providing a real benefit to management in that they are provided with useful information perhaps from a different perspective.
Challenges of data analytics

i) The introduction of data analytics for audit firms isn’t without challenges to overcome. At present there is a lack of consistency or a widely accepted standard across firms and even within a firm*. At present there is no specific regulation or guidance which covers all the uses of data analytics within an audit. This results in difficulty establishing quality guidelines. It also means that firms with the resources to develop their own data analytics tools may have a competitive advantage in the market place effectively increasing the gap between the largest firms and smaller firms, reducing effective competition in the audit industry. 
ii) Data privacy and confidentiality. The copying and storage of client data risks breach of confidentiality and data protection laws as the audit firm now stores a copy of large amounts of detailed client data. This data could be isused by the firms or illegal access obtained if the firm’s data security is weak or hacked which may result in serious legal and reputational consequences.

iii) For a variety of reasons, including the above, and also due to a perception that it may be disruptive to business, the audit client may be reluctant to allow the audit firm sufficient access to their systems to perform audit data analytics.

iv) Completeness and integrity of the extracted client data may not be guaranteed. Specialists are often required to perform the extraction and there may be limitations to the data extraction where either the firm does not have the appropriate tools or understanding of the client data to ensure that all data is collected. This may especially be the case where multiple data systems are used by a client. In addition, it may be possible for clients to only make selected data accessible or to manipulate the data available for extraction
v) Compatibility issues with client systems may render standard tests ineffective if data is not available in the expected formats
vi) Audit staff may not be competent to understand the exact nature of the data and output to draw appropriate conclusions, training will need to be provided which can be expensive
vii) Insufficient or inappropriate evidence retained on file due to failure to understand or document the procedures and inputs fully. For example, a screen shot on file of the results of an audit procedure performed by the data analytic tool may not record the input conditions and detail of the testing*
viii) Practice management issues arise relating to data storage and accessibility for the duration of the required retention period for audit evidence. The data obtained must be held for several years in a form which can be retested. As large volumes will be required firms may need to invest in hardware to support such storage or outsource data storage which compounds the risk of lost data or privacy issues

ix) An expectation gap among stakeholders who think that because the auditor is testing 100% of transactions in a specific area, the client’s data must be 100% correct.
Conclusion

Data analytics tools which can interact directly with client systems to extract data have the ability to allow every transaction and balance to be analysed and reported. The increase in computerisation and the volumes of transactions has moved audit away from an interrogation of every transaction and every balance and the risk-based approach which was adopted increased the expectation gap further.
With data analytics, there is a chance to redress some of this balance and for auditors to have the ability to test more transactions and balances. This may increase the chances of detecting certain types of fraud or the ability to identify inefficiencies and opportunities for a clients’ business however as yet it still can’t predict the future and the need for auditors to assess judgements and the future of the firm as well as the past means auditors aren’t replaced by computers just yet.
6.3   Current developments in ISAs – the ISA for Less Complex Entities (ISA for LCEs)

The International Standard on Auditing for Financial Statements of Less Complex Entities (the ISA for LCEs) is a pioneering standalone global auditing standard designed specifically to address the unique needs of audits of smaller and less complex businesses. The standard recognizes the importance of smaller businesses and their specific audit needs and aims to provide the same level of reasonable assurance as audits performed under the ISAs. The standard has been designed to achieve reasonable assurance about whether the financial statements as a whole are free from material misstatement, whether due to fraud or error, for audits of financial statements of Less Complex Entities (LCEs). The standard is written in the context of an audit of a complete set of general purpose financial statements of an LCE. It may also be adopted in the circumstances of the engagement to an audit of a complete set of special purpose financial statements or an audit of a single financial statement or a specific element, account, or item of a financial statement, only if the entity is an LCE. The standard does not override local law or regulation that governs audits of financial statements in a particular jurisdiction as it does not address the responsibilities of auditors that may exist in legislation or regulation.
Why the ISA for LCEs?
In the world of auditing, businesses are not the same and neither are their audits. While the complex structures and transactions are best addressed by the ISAs, the complexity in the ISAs has always been challenging for audits of less complex entities. The ISA for LCEs is a special standard that contains less rigorous requirements that are best suited for the Less Complex Entities (LCEs). In Uganda, Micro Small, and Medium Enterprises (MSMEs)/ Small and Medium Enterprises (SMEs) are estimated to account for approximately 90% of the private sector and contribute about 75% of the Gross Domestic Product (GDP). Therefore, the contribution of the MSMEs/ SMEs cannot be underestimated. It's the audits of financial statements for such entities for which the ISA for LCEs is best suited.
What are Less Complex Entities (LCEs)?

a) While the ISA for LCE does not provide a straightforward definition of less complex entities, it provides some qualitative and quantitative characteristics of entities that could be classified as such. LCEs are generally entities whose:
b) Organizational structure is relatively straightforward, with few reporting lines or levels and a small key management team (e.g. 5 individuals or less). 
c) Business activities, business models, or business industries do not give rise to significant pervasive business risks. 
d) Ownership structure is straightforward and there is clear transparency of ownership and control, such that all individual owners and beneficial owners are known.
e) Structure includes a centralized finance function, including centralized activities related to financial reporting. There are few employees involved in financial reporting roles (e.g. 5 individuals or less). 
f) IT environment, including its IT applications and IT processes is straightforward. Such entities require few formalized IT controls.
g) Financial statements ordinarily do not include accounting estimates that involve the use of complex methods, models, assumptions or data. 
h) The ISA for LCE may also be used for audits of financial statements of simple groups: 
i) That have few entities or business units (e.g. 5 or less). The entities or business units in such groups tend to operate in jurisdictions with similar characteristics. 
ii) With simple consolidation processes. Such groups have: • Simple intercompany or other consolidation adjustments;

iii) Entities or business units whose financial information is prepared following similar accounting policies applied to the group financial statements; and
iv) Entities or business units that have the same financial reporting period- end as that used for group financial reporting. 
Use of the standard

The International Auditing and Assurance Standards Board (IAASB) limits the use of the ISA for LCEs to entities whose business activities, organizational and ownership structures as well as accounting and financial reporting are relatively simple and straightforward. Extract from the Standard A.1 The ISA for LCE shall not be used if: 
a) Law or regulation prohibits the use of the ISA for LCEs or specifies the use of auditing standards other than the ISA for LCEs for the audit of the financial statements in that jurisdiction.

b) The entity is a listed entity.
c) An entity one of whose functions is to take deposits from the public.

d) An entity one of whose main functions is to provide insurance to the public.

e) A class of entities where the use of the ISA for LCE is prohibited for that specific class of entity by a legislative or regulatory authority or relevant local body with standard-setting authority in the jurisdiction. 
f) The audit is an audit of group financial statements (group audit) and:
i) Any of the group’s individual entities or business units meet the criteria as described in (b) or (c); 
ii) Component auditors are involved, except when the component auditor’s involvement is limited to circumstances in which a physical presence is needed for a specific audit procedure for the group audit (e.g. attending a physical inventory count or physically inspecting assets or documents
The ISA for LCEs may generally be used for audits of financial statements of all entities except those designated as public interest entities.
Under the ICPAU Guidelines for Implementation of the IFRS for SMEs, the Council of ICPAU designated the following as public interest entities/ publicly accountable entities:
a) An entity whose debt or equity instruments are traded in a public market (a domestic or foreign stock exchange or an over-the-counter market, including local and regional markets) or is in the process of issuing such instruments for trading in a public market; or 
b) An entity that holds assets in a fiduciary capacity for a broad group of outsiders as one of its primary businesses. This is typically the case for; Financial institutions and micro-finance deposit-taking institutions; An entity that carries on insurance business under an insurance contract whether as an Insurer or re-insurer; Retirement Benefits Schemes; SACCOs ; or A SACCO referred to in this definition is one that meets at least two of the following criteria: 
i) Voluntary savings of three billion (3,000,000,000) Uganda shillings and above;
ii)  Institutional capital of one billion (1,000,000,000) Uganda shillings and above, Membership of 500 people and above 
iii) A large company; or 
iv) A payment system Operator; or 
v) A capital market infrastructure provider ((namely; approved and or licensed entity); or

vi) A public organization, in which the State owns the whole or part of the proprietary interest or which is otherwise controlled directly or indirectly by the State, including parastatals, state enterprises, commissions,and authorities; or
vii) A private entity in which the State has an equity interest; 
viii) An entity, that borrows funds that are guaranteed by the Government of Uganda. 
Effective date 

The ISA for LCEs is effective for audits of financial statements of LCEs for periods beginning on or after December 15, 2025. This Practice Statement shall become effective on the same date. Early adoption and application of the ISA for LCEs is permitted and encouraged by the ICPAU Council.

PAGE  
8

