 6     NOT-FOR-PROFIT ENTITIES, PUBLIC SECTOR, INTERNAL AND COMPUTER AUDITS 
6.1      Audit of not-for-profit entities (NFPEs) 
Planning the audit

NFPEs include clubs, charities, churches, mosques and other NGOs that are not profit making entities. 
Planning for NFPEs differs slightly from that for profit making entities.

The auditor should understand all relevant regulations governing the NFPE including the following:

a) The scope of the audit:

i) Whether to report on the truth and fairness of the financial statements.

ii) Whether the NFPE is meeting its objectives – identity the objectives and how they are being met.
b) Recent recommendations of regulators.
c) The acceptability of accounting policies adopted.
d) Changes in the sector in which the NFPE operates.
e) Past experience of the effectiveness of the NFPE's accounting system.
f) Key audit areas by risk assessment.
g) Amount of detail in the financial statements auditors are required to report on. 
Risk assessment

Pay attention to the following key risk areas for NFPEs

a) Complex of regulation leading to increased risk of non-compliance with regulations and laws
b) High level of cash receipts

c) Competence of staff and volunteers that may be unqualified and may resent formal procedures

d) Lack of segregation of duties

The auditor should consider the following:
Inherent risk

a) The complexity and extent of regulation especially public sector NFPEs.
b) The significance of donations and cash receipts.

c) Difficulties in establishing ownership and timing of voluntary income from non-controlled entities like legacies.
d) Lack of predictable income or precisely identifiable relationship between income and expenditure.
e) Uncertainty of future income.

f) Need to maintain adequate resources for future expenditure while avoiding excessive build-up of reserves. 

g) Failure of NFPEs in the public sector to deliver value for money.

h) For charities:

i) Restrictions imposed by the objectives and powers given by constitutions.
ii) Importance of restricted funds.
iii) Compatibility of trading activities with the entity’s objectives.
iv) Complexity of tax rules on income, VAT etc.
v) Sensitivity of certain key statistics, such as the proportion of resources used in administration.
Control risk

a) The amount of time committed by directors/trustees to the entity’ affairs.
b) The skills and qualifications of directors/trustees.
c) The frequency and regularity of board/trustee meetings.
d) The form and content of board/trustee meetings.
e) The independence of trustees from each other.
f) The division of duties between management/trustees.
g) The degree of supervision of the entity's transactions by individual directors/trustees.
Control environment

a) The entity's structure clearly showing the areas of responsibility and lines of authority and reporting

b) Segregation of duties

c) Supervision by management/trustees of the activities of staff where segregation of duties is not practical

d) Competence and qualification of paid staff and any volunteers appropriate to the tasks they have to perform

e) Involvement of the board/trustees in the recruitment, appointment and supervision of senior executives

f) Access of trustees to independent professional advice where necessary

g) Budgetary controls in the form of estimates of income and expenditure for each financial year and comparison of actual results with the estimates on a regular basis

h) Communication of results of such reviews to the board/trustees on a regular basis
Examples of controls over cash donations

a) Numerical control over boxes, envelopes, baskets, bags.
b) Sealing of boxes, envelopes and bags. 

c) Regular collecting and recording of proceeds.
d) Dual control over counting and recording of proceeds.
e) Unopened mail kept securely.
f) Dual control over the opening of mail.
g) Immediate recording of donations on opening of mail or receipt.

h) Agreement of bank paying-in slips to record of receipts by an independent person.

i) Records maintained for each fundraising event.
j) Controls maintained over expenses as for administrative expenses.
k) Appropriate checks made on applications and applicants for grants.
l) Controls to ensure grants made are properly spent by the recipient for the specified purpose.
Audit evidence

Audit evidence may be a problem especially where NFPEs have informal arrangements.

The audit approach is likely to be mainly substantive.

When designing substantive procedures for NFPEs give special attention to the possibility of:
a) Understatement/incompleteness in recording income, like gifts in kind, cash donations and legacies.

b) Incorrect accounting treatment of lifetime subscriptions 

c) Overstatement (i.e. existence) of cash grants and or expenses.
d) Misanalysis or misuse of funds.

e) Misstatement, omission or out-right theft of assets like donated properties and investments.

f) Misallocation of expenses to disguise excessive administrative expenses. 
g) Existence of restricted or uncontrollable funds in foreign or independent branches.
For completeness of income consider (among others): 

a) Recognition of government funding.

b) Loss of income through fraud.

c) Recognition of income from professional fundraisers

d) Recognition of income from branches, associates or subsidiaries

e) Income from informal fundraising groups

f) Income from grants
Audit review of financial statements and report

For overall review of financial statements, consider:

a) Whether accounting policies adopted are appropriate to the activities, constitution and objectives of the NFPE, and are consistently applied, and whether the financial statements adequately disclose these policies and present fairly the state of affairs and the results for the accounting period.

b) The basis of disclosing income from fundraising activities (for example, net or gross), accounting for income and expenses (accruals or cash), the capitalising of expenditure on non-current assets, apportioning administrative expenditure and recognising income from donations and legacies.

c) Whether a going concern basis of accounting is appropriate be dependent on future income from voluntary sources if the NFPE is dependent on future income from voluntary sources.
For the audit report, the auditor must consider requirements of ISA 700 and other specific requirements.

6.2
Public sector audit
Public sector audit

Public sector audit is the audit of Government of Uganda, Government ministries, departments, agencies, commissions and projects, statutory entities and local governments (districts, cities, municipalities, towns and sub-counties.

Public sector external audit

· Public sector external audit is done by the Auditor General (AG) in accordance with the Constitution (Article 163), National Audit Act 2008 and Public Finance Management Act (PFMA), Local Government Act etc and the audit report is submitted to Parliament. 
· The Office of the Auditor General (OAG) is the Supreme Audit Institution (SAI) of Uganda.
· The OAG is a member of International Organization of Supreme Audit Institutions (INTOSAI).
· The AG’s independence is safeguarded in a number of ways e.g. the AG:
· Is appointed by the President with the approval of Parliament.
· Remuneration is determined by Parliament.

· Is not be under the direction or control of any person or authority.

· Is removed from office only due to inability to perform office functions, misconduct or incompetence.
· Functions of the AG

· Financial audit of all public sector entities in Uganda.

· Value for money audits of certain  public sector entities 

· Gender and environment audits in respect of any project or activity involving public funds.
· Audit classified expenditure.
· Audit all Government investments.
· Carry out procurement audits.
· Audit treasury memoranda (prepared by the Secretary to the Treasury showing action that government has taken on Parliament's recommendations arising from the auditor general's reports).

· In some cases the audit is done by private audit firms (appointed by) on behalf of the AG.

Public sector internal audit

· Public sector internal audit is done by the Internal Audit General (IAG) that reports to Secretary to the Treasury in accordance with Section 47 of the PFMA.
· Every vote has an internal auditor from the Ministry of Finance (S 48 PMA) that:

· Appraises the soundness and application of accounting, functional and operational controls of a vote.

· Evaluates the effectiveness and contribute to the improvement of risk management of a vote.

· Provide assurance on the efficiency and the effectiveness of the economy in the administration of the programs and operations of a vote. 
· An internal audit submits a report every three months to the accounting officer and Audit committee of the Ministry and a copy to the Secretary to the Treasury.
Public sector audit committees
Each sector of government and a number of votes in local government have an audit committee appointed by a minister (S 49 PMA). Members are recommended by the Secretary to the Treasury. The committee:
· Assists the accounting officer in carrying out the oversight responsibilities relating to financial practices, internal controls, corporate governance issues, compliance with laws, ethics and audit matters.

· Reviews arrangements for compliance with regulatory and financial reporting requirements.

· Reviews financial statements prepared by the accounting officer for compliance with IPSASs.

· Facilitates risk assessment to determine the amount of the risk exposure of the assets of the vote.

· Considers internal audit reports and make recommendations on the findings.

· Reviews actions taken or planned by the accounting officer in response to audit committee reports.
The Accountability cycle

Public sector audit is about accountability for public resources and the AG plays a key role (see diagram). 

     The Accountability cycle:
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· The cycle of accountability begins the Parliament approving the budget (revenue & expenditure) prepared by government. The Accountant General, an accounting officer for every vote, local government entity, statutory authorities and government funded project maintains accounting records and prepares financial statements.
· The AG audits accounting records and financial statements of public entities and reports to Parliament.
· Financial statements and the AG's reports are reviewed by the accountability Committees of Parliament, namely the Public Account Committee (PAC), Committee on Statutory Authorities and State Enterprises (COSASE) and the local government accounts committees to ensure that public funds and resources are managed in a legal and efficient manner and the objectives of public programs are achieved.
Types of public sector audit 

· Financial audit

· The objective is to report whether financial statements comply in all material respects with IPSASs, Public Finance Management Act 2015 and the financial reporting guide of Uganda.

· The AG has wider mandate to report on :

· Compliance or non-compliance with authorities, including the budget and accountability.

· Effectiveness of internal control over financial reporting.

· Performance audit

· The objective is to report whether entities are operating economically, efficiently and effectively and where appropriate make recommendations for improvement.

· Economy of activities in accordance with sound administrative principles and management policies.

· Efficiency of utilisation of resources, including examination of systems and performance measures.

· Effectiveness of performance in in achieving objectives of the audited entity.

· Performance audit is also called Value for Money (VFM) audit.
· Compliance audit
· The objective is to report whether entities have complied with laws and regulations like the PFMA, ministerial directives and government policies.
· Compliance audit promotes accountability, good governance and checks fraud and corruption. 

· Auditors use the International Standards of Supreme Audit Institutions (ISSAIs) issued by INTOSAI. 

· ISSAIs are based on ISAs with guidance on the public sector audit on regularity and propriety.

Regularity audit and propriety audit

· Regularity is the assessment of the entity’s compliance with the relevant laws, regulations and agreements. 

· It includes the audit of internal control and financial accountability over revenue and expenditure. 
· Re-allocation of funds without the approval by the Secretary to the Treasury is considered irregular.
· Expenditure for a “vote ” should not exceed the amount approved by Parliament in the Appropriation Acts.

· Money is spent within the financial year and any unused funds are returned to the Consolidated Fund. 

· Propriety is the assessment of administrative decisions taken within the audited entity for compliance with the general principles of sound public sector financial management. Propriety involves checking:

· The appropriateness of decisions and the conduct of those charged with the custody of public funds. 
· Extravagant or wasteful expenditure. 
· Fairness and integrity in administrative decision making and in dealing with stakeholders.  

Financial Reporting Guide in the public sector includes the following:

· International Public Sector Accounting Standards (IPSASs) for all entities.

· Audit Act 2008 for all entities.

· Public Finance Management Act 2015 (as amended) for all entities.

· Local Government Act for local government entities.

· Public Procurement and Disposal of Public Assets Act for all procurements and disposal of assets.

· Various laws governing a particular entity like the URA Act, Bank of Uganda Act, UPDF Act.

· Treasury accounting instructions of the Ministry of Finance with accounting procedures.

· Public service standing orders with human resource procedures.

· Individual entity regulations.
Audit reports by AG

· Report and opinions on:

· Consolidated financial statements of the Government of Uganda.*

· Consolidated financial statements of local governments.*

· Consolidated summary statement of financial performance of public corporations and state enterprises.

· Summary of audit results from audit of focus areas.

· Findings, implications and recommendations from the audit of ministries, departments, agencies, commissions, statutory corporations and local governments.

· Summary of audit findings opinions from the audit of ministries, departments, agencies, commissions, statutory corporations.
*Include consolidated statement of financial position, consolidated statement of financial performance and consolidated statement of cash flows, other accompanying statements, notes and accounting policies.
Note:

· Same report format as in ISA 700.

· Key audit matters are included as these are public interest entities.

· Unmodified opinion states ‘in my opinion, the financial statements of the government of Uganda for the year ended 30th June 2024 are prepared, in all material respects, in accordance with Section 51 of the Public Finance Management Act, 2015 (as amended), and the Financial Reporting Guide, 2018’.
· The report includes issues that are included in the management letter for a private sector entity.
· The AG must follow-up observations raised in the subsequent year audit to ensure they are resolved.
6.3
Internal audit     
Internal audit and corporate governance

Definition 
Internal audit is a function of an entity that performs assurance and consulting activities designed to evaluate and improve the effectiveness of the entity’s governance, risk management and internal control processes (ISA 610 Using the work of internal auditors). 
As part of corporate governance, the board of directors creates an internal audit (IA) function to assess and monitor the entity’s system of internal control. An audit committee oversees the IA function (see diagram).








Factors in assessing the need for internal audit
Listed entities, public interest and public sector entities must have IA in Uganda. Many other entities also have IA functions as this helps the board to carry out their functions. When considering the need for an IA function, the board considers the following:
· The cost of setting up an internal audit department compared to its predicted benefits.

· The complexity and scale of the entity’s activities. Usually there is no need in small owner managed entities as owners exercise more direct control over operations.
· Predicted savings in external fees where work done by consultants will be carried out by the IA department.

· Management’s perceived need for assessing risk and internal control.
· The pressure from external stakeholders to have internal audit department.

· Whether it is more cost effective or desirable to outsource the work.
Examples of internal audit assignments
· IT audits where internal auditors review controls over access control to the computer system .
· Financial audits by carrying out substantive procedures of transactions and balances to verify misstatements in accounting records and financial statements.
· Operational audits like testing controls over inventory counting by observing the controls at a warehouse during an inventory count 
· Compliance audits like reviewing compliance with laws and regulations in filling tax returns.
· Fraud investigations like investigating any suspected fraud or reviewing and testing controls to prevent or detect fraud.
· Customer service reviews where internal auditors may assess the level of customer service by phoning in or visiting stores and pretending to be customers or by reviewing and analysing the results of customer surveys.
· Value for money audits to assess the economy, efficiency and effectiveness of an entity’s operations.
· Economy means buying resources needed at the lowest cost e.g. buying quality goods at best low prices.

· Efficiency means using resources purchased as wisely as possible e.g. using floor tiles with minimal waste.

· Effectiveness means doing the right things to achieve an entity’s objectives e.g. monitoring inventory levels to minimize obsolete goods.
Qualities of effective internal audit (Limitations)
	Qualities
	Descriptions

	Independence
	· Internal auditors should be independent of the activities they audit e.g. they should not generally be involved in the design of operating systems. They should rather be involved in the review of the effectiveness of the system.

· Internal audit departments should be granted sufficient status to be independent of the various entity functions. 

· Internal auditors should report to the highest level of management /audit committee.

	Objectivity 
	· Internal auditors should maintain an independent mental attitude when conducting their work by considering only facts in front of them without any preconceived ideas.

	Due skill and care
	· Internal auditors should have wide ranging skills (accounting, auditing, business and management.
· Internal audit teams should be multi-disciplinary.

· Internal auditors should have ongoing training.

· There should be adherence to internal audit quality management manuals/procedures.

· Work should be planned, documented, supervised and reviewed.


Advantages and disadvantages of outsourcing internal audit

The internal audit function can either be provided internally by entity employees or may be outsourced externally to an accountancy or consultancy firm. Below are the advantages and disadvantages of outsourcing internal audit.
	Advantages
	Disadvantages

	i) Internal audit services are provided without incurring the time and cost in recruiting staff
	i) Company staff may have low morale if outsourcing  results in redundancies of existing internal audit staff.

	ii) There may be increased independence of internal audit as work is done without  fear of losing jobs due to adverse reports.
	ii) Staff performing internal audit work may change every month and entity staff may spend more time explaining the entity systems and processes.

	iii) There is no need to train the internal audit staff  as this is done by their own employer
	iii) The outsourced staff may lack specific knowledge of the entity

	iv) An entity may benefit from other services provided by the service provider in addition to regular internal audit function
	iv) Outsourcing allows a third party to access commercially sensitive information  that be lost or disclosed

	v) Outsourced internal auditors are likely to be with relevant accounting and audit skills that may increase the reliability of internal auditors’ work
	v) The cost of outsourcing the internal audit function may increase over time and become more expensive than employing entity staff.


Differences between external and internal auditors
	
	External auditor
	Internal auditor

	i) Objectives
	To give an opinion as to whether financial statements:

· Present fairly the entity activities; and
· Proper accounting records have been kept
	To improve an entity’s operations by reviewing the efficiency and effectiveness of its activities. This may include:
· Reviewing the systems of internal control

· Value for money reviews
· Special investigations e.g. suspected fraud

	ii) Reports to
	Shareholders of the company
	Board of directors/Audit committee.



	iii) Status 
	Independent of/ external to the entity they are auditing
	Entity employees or outsourced by to a third party

	iv) Qualification 
	Audit partner must be a registered CPA  issued with a certificate of practice annually by the ICPAU. Other team members may not be qualified CPAs.
	No formal qualification is required.


Responsibilities for prevention and detection of fraud and error (IAS 240)
	External auditors
	Internal auditors

	i) No responsibility for prevention 
	i) Directors responsible for prevention and detection

	ii) Responsibility to consider the risk of material misstatement in financial statements due to fraud or error
	ii) Assist directors with the prevention of fraud and error by assessing the effectiveness of internal control systems and reporting suspicions

	iii) Provide reasonable assurance that financial statements are free from material misstatement
	iii) Existence of internal audit may act as a deterrent 

	iv) Responsibility to detect fraud and error which has a material impact on the financial statements 
	iv) May carry out fraud investigations


ISA 610 (Revised) Using the work of internal auditors 
ISA 610 requires the external auditor:
· To determine whether the work of the IA or direct assistance from internal auditors can be used and, if so, in which areas and to what extent.
· If using the work of the IA function, to determine whether that work is appropriate for the purposes of the audit.
· If using internal auditors to provide direct assistance, to appropriately direct, supervise and review their work.
An effective IA function may reduce, modify or alter the timing of external audit procedures, but it can never eliminate them entirely. The effectiveness of IA has a high impact on assessing the system of internal control and audit risk. The following criteria are used in assessing whether the work of the IA function can be used. 
i) Scope of work and whether the internal audit function is adequately resourced.
ii) Organisational status – to whom IA reports, any restrictions and whether management acts on recommendations made.
iii) Due skill and care – whether activities of the internal audit function are properly planned, supervised, reviewed and documented e.g. have detailed audit manuals and internal audit documentation.
iv) Technical competence – whether internal auditors are members of professional bodies and have relevant qualifications and experience.

v) Independence – whether:

· Internal audit reports to directors directly. 

· There are any constraints or restrictions placed on the internal audit function by management. 

· And to what extent, management acts on the recommendations of the internal audit function.
6.4 Automated tools and techniques (ATT) 


ATT are applications of the computer to perform audit procedures.

Steps undertaken by the auditor in using ATT 
a) Set the objective of the ATT application

b) Determine the content and accessibility of the entity's files

c) Define the transaction types to be tested

d) Define the procedures to be performed on the data

e) Define the output requirements
f) Identify the audit and computer personnel to participate in the design and application of the ATT

g) Refine the estimates of costs and benefits

h) Ensure that the use of the ATT is properly controlled and documented

i) Arrange the administrative activities including the necessary skills and computer facilities

j) Execute the ATT application
k) Evaluate the results
Advantages of ATT 
a) Auditors can test program controls as well as general internal controls associated with computers.

b) Auditors can test a greater number of items more quickly and accurately than in a manual audit.

c) Auditors can test transactions rather than paper records of transactions that could be incorrect.

d) ATT are cost effective in the long term if the client does not change its systems.

e) Results can be compared with those from manual audit tests which increases audit assurance.
Disadvantages of ATT 
a) Setting up the software needed for automated tools and techniques can be time consuming and expensive.
b) Require IT training of audit staff.
c) Not all client systems will be compatible with the software used with ATT.

d) There is a risk that live client data is corrupted and lost during the use of ATT.
Types of ATT

The commonly types of ATT are audit software used for substantive procedures and test data used for tests of controls.
Audit software

Audit software consists of computer programs used by the auditor to perform substantive procedures on data in the client’s accounting system. It may consist of:

a) Generalized audit software

 Is used to perform tests on computer files and databases such as:

i) Reading and extracting data from a client's systems for further testing.

ii) Selecting data that meets certain criteria.

iii) Performing arithmetic calculations on data.

iv) Facilitating audit sampling

v) Producing documents and reports.

An example includes IDEA (Interactive Data Extraction & Analysis).

b) Custom audit software

 Custom audit software is written by auditors to handle specific audit tasks not done by generalized type.

        Examples of procedures performed by audit software:
i) Select information e.g. 

· Select a sample of trade receivables for confirmation when using MUS.

· To identify missing, large or unusual items or items outside specified parameters.
ii) Perform calculations e.g.

· To calculate variances and ratios used in in analytical procedures.

· To check the accuracy of the casting of the trial balance or receivables listing.
iii) Read and extract data from a client’s system and produce a report in a specified format e.g.

· The auditor can download the client’s receivables ledger onto their own software to produce an aged receivables listing in order to test the valuation of receivables.

· Or an aged inventory report.

iv) To print reports in specified formats e.g. to produce confirmation letters to be sent out in a receivables confirmation.

· If errors are made in the design of the audit software, audit time, and therefore costs, can be wasted in investigating anomalies that have arisen because of flaws in how the software was put together rather than by errors in the client's processing.
Test data
Test data are techniques are used in conducting tests of controls on a client’s computer programs e.g. by entering a sample of transactions into an entity's computer system and comparing the results obtained with pre-determined results. Test data is a fictitious set of test transactions which are input into the client’s system in order to determine whether the internal controls within the entity’s computer systems have operated effectively throughout the period.

There are two types of test data:

a) Test data used to test specific controls in computer programs. For example, an auditor could try to access the client’s computer system which ate password protected in order to determine whether the access control is operating effectively

b) Test transactions that are processed by the auditor and the output from the computer system is monitored in order to determine whether the transactions have been processed accurately.
· This can be conducted ‘live’ (when the computer system is operational) or ‘dead’ (when the computer system is not in business use). 

· Test transactions involve the use of both valid and invalid data for processing.

· Invalid data may include zero quantity items, negative prices or very high prices/overtime hours.

· The auditor expects valid data to be processed accurately and invalid data to be rejected.
· Some computer systems have an embedded test facility that may be a 'dummy unit' where dummy transactions  are posted throughout the period of a system control and review file (SCARF) where real transactions are replicated and stored for later review by the auditor.

· Test data only tests the operation of the system at a single point of time and therefore the results do not prove that the program was in use throughout the period under review.
Audit data analytics (ADA)

ADA is the examination of big data of a client entity to try to identify patterns, trends or correlations. 

Big data is a broad term for the larger, more complex datasets that can be held by modern computers.

Current ISAs are based on a risk management approach to audit, whereby the auditor does not test 100% of an entity's transactions, but instead focuses their work on the riskiest areas.

ADA would enable auditors examine all of an entity's data and test entire populations.

ADA would improve both audit efficiency and audit quality.

Large quantities of data can be interrogated relatively quickly, allowing auditors to focus immediately on the riskiest areas and thus obtain evidence to reduce audit risk.
Examples of how auditors might use ADA include:

· Analyse how patterns relating to revenue or costs per product or per customer.

· Trace the matching of orders to goods despatched/goods received documentation and to the invoices in order to determine whether revenue and costs should be recognized.

· Interrogate journals to determine whether there are any patterns (regarding who has processed certain journals) where fraud is suspected.
Board





Monitor management’s responsiveness to IA findings and recommendations





Audit committee





Regular report on results of IA work


Direct access to board chairman and Audit committee


Accountable to Audit committee





Monitor and review effectiveness of IA


Approve appointment/termination of Head of IA


Review and assess annual IA work plan





Meet Head of IA at least once a year without management present





Internal audit function
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